& MACROTEL

Modulo segnalazione interna di incidente informatico comportante una presunta
violazione di dati personali trattati informaticamente da MACROTEL ITALIA SRL
(Artt. 33 e 34 del Regolamento UE 679/2016)

Al Referente Gruppo Sicurezza ICT

E-Mail: security@macrotelitalia.it

e p.c.

al Titolare e/o Responsabile del trattamento dati
personali: dpo@macrotelitalia.it

Nome della persona che effettua la comunicazione:

Recapito telefonico: e-mail:

Struttura (Servizio, Ufficio):

Dove é avvenuto l'incidente di sicurezza comportante presumibilmente la violazione dei dati personali

(specificare se sia avvenuta a seguito di smarrimento di dispositivi o di supporti portatili):

Breve descrizione dell’incidente informatico:

Modalita di esposizione al rischio (compilare solo se si &€ a conoscenza):

Data dell’evento: tra il eil

In un tempo non ancora determinato

E’ possibile che sia ancora in corso


mailto:security@macrotelitalia.it
mailto:dpo@macrotelitalia.it

Tipo di violazione:
Lettura (presumibilmente i dati non sono stati copiati)
Copia (i dati sono ancora presenti sul sistema del titolare)
Alterazione (i dati sono presenti sui sistemi ma sono stati alterati)
Cancellazione (i dati non sono pil sui sistemi del titolare e non li ha neppure I'autore della
violazione)
Perdita
Divulgazione non autorizzata
Accesso non autorizzato

Furto (i dati non sono piu sui sistemi del titolare e li ha I’autore della violazione)

Altro:

Tipologia di dati oggetto di violazione:

Dati anagrafici/codice fiscale

Dati di accesso e di identificazione (user name, password, customer ID, altro)

Dati relativi a minori

Dati personali idonei a rivelare |'origine razziale ed etnica, le convinzioni religiose, filosofiche o di
altro genere, le opinioni politiche, I'adesione a partiti, sindacati, associazioni od organizzazioni a
carattere religioso, filosofico, politico o sindacale

Dati giudiziari

Copia per immagine su supporto informatico di documenti analogici

Copia per immagine su supporto informatico di documenti analogici

Ancora sconosciuta

Altro:

Dispositivo oggetto della violazione:
Computer
Rete
Dispositivo mobile
File o parte di un file
Strumento di backup

Altro:




Sintetica descrizione dei sistemi di elaborazione o di memorizzazione dei dati coinvolti, con indicazione

della loro ubicazione (compilare solo se si & a conoscenza):

Misure tecniche e organizzative applicate ai dati oggetto di violazione (compilare solo se si & a

conoscenza):

Quali misure tecnologiche e organizzative sono state assunte per contenere la violazione dei dati e

prevenire simili violazioni future? (compilare solo se si & a conoscenza):

Documentazione allegata:
a)

b)

c)

Eventuali note aggiuntive:

Data e Firma dello scrivente:

Firma



